Age Concern Otago

Policy Number: OP-POL-09
Privacy and Confidentiality Policy

PRIVACY AND CONFIDENTIALITY POLICY

1. Rationale

Age Concern Otago is committed to protecting the privacy and security of all client information that they may provide. This policy outlines how Age Concern Otago will manage all client information and the security of that information.
2. Application
This policy applies to all employees, trust members and volunteers of Age Concern Otago, including volunteers, trainees and those doing work experience. 
As part of this policy Age Concern Otago also recognises that it must have at least one privacy officer.  This is currently part of the Executive Officer’s role.

3. Collection of Information
Age Concern Otago collects personal information from all those persons and or groups that use their services 
4. Protection of Information
All information that is collected from person/s and/or groups is held in a secure room in the Age Concern Otago office.  Age Concern Otago has a legal obligation to ensure the security of all information it holds at all time. 
5. Clear Desk

To ensure client confidentiality, staff must clear their desks of all client information at the end of the day, and place files in locked cabinets.  This also applies when staff are absent for lunch breaks or other commitments during the working day.

6. Use of Information
Age Concern Otago collects the personal information from person/s and/or groups for the following purposes:

· To assist Age Concern Otago with formulating their annual service delivery proposal and any other potential funding proposals;

· To assist Age Concern Otago with its short, medium and long term strategic planning; 

· To provide actual statistical data as part of accountability reporting to funders; and
· To ensure that services provided are meeting the needs of clients/community.
7. Disclosure of Information
Age Concern Otago will not sell, pass on or allow third parties to access a client’s personal information without that persons’ approval unless required by law. 

On the authorisation of the Executive Officer or Privacy Officer only further disclosure may be made if a request falls under the following criteria:

· Where the client presents in a state that suggests mental un-wellness that may affect the clients’ ability to give sound or rational instructions, the Case Worker will discuss their concerns with the Executive Officer.  The Executive Officer will then make a decision on whether or not to contact Mental Health Services and disclose the clients’ mental health presentation.  This type of disclosure is required under Privacy Act – specifically the Health Information Privacy Code 1994: Rule 11 (d) where it states “That the disclosure of the information is necessary to present or lessen a serious and imminent threat to:

(i) public health or public safety; or

(ii) the life or health of the individual concerned or another individual.

Each case will be considered carefully by the Executive Officer or Privacy Officer on an individual basis.

8. Access To, and Correction of Information
Persons and or groups may request access to and may make corrections to their personal information at any time. 
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